What’s New?
The first month of the academic year has certainly flown by! What was new a month ago is routine now… hopefully your cybersecurity knowledge has not gone stagnant. To help keep it fresh, we have a whole lot of security awareness information coming your way in the next couple of weeks!

Next Month: National Cybersecurity Awareness Month (NCSAM)
NCSAM is almost here! Throughout the month of October, you will see abundantly more information regarding cybersecurity. Each week there is a different theme that will focus on different topics. This year’s overall theme is “Own IT. Secure IT. Protect IT.”

Apple Users: AirDrop Flaw
Apple users BEWARE! A flaw in your device’s ability to safely use AirDrop has been discovered. The potential attacks that may occur include: users being tracked, the injection of malware to the device, and transmitted files being intercepted or modified by an attacker (also called a Man-in-the-Middle attack).

What You Should Do: Your best option is to disable Bluetooth whenever you are not using it to protect yourself from any potential attack through AirDrop.

Potential Data Breach Awareness Posters
GRCC Staff and Faculty will soon be seeing the Report Every Potential Data Breach poster as seen above!
These were created as a part of GRCC’s Strategic Plan for CAP 5.1 - Improving Campus Safety and Security.

Awareness on data breaches is crucial to know and could make or break any organization.
The poster includes examples of potential data breaches and how to report them. Potential data breaches are not limited to the examples on the poster. If you are wondering if an incident is a data breach, please do not hesitate to contact the IT Security Team.

Please email us at IT_Security_Team@grcc.edu if you would like a poster.